
Managing Threats to Georgia Universities for Campus Chiefs and Command 

Schedule 

**Day 1** 

Morning Session  

Identifying Students at Risk / In Crisis 

• How does information concerning student’s behavior of concern get disseminated? Do you have 
a formal behavioral assessment team? Designated officer to consolidate information? 

• How do you make the assessment / Do you use a formal tool? What data access do you have? 

Lunch break 

Afternoon Session  

Investigating the Internal Threat to Campus 

• Do you have software Tracking / locating the threat (known / unknown) 
• Assessing the threat (veiled or direct) 
• Phone threats (anonymous) 
• Online Open-Source threats – working with online providers (YikYak, Reddit) 
• Cell phone information 
• Email addresses 
• Tracking tools? 

Post Incident Management Discussions 

• What Mental Health training is needed?  
• Does your campus have a Postvention Plan? 
• Feedback on Next Conference or Tabletop 

Current Status of the USG Mental Health Task Force  

• Accomplishments 
• Rolling out of USG Mental Health Certified pin 

Afternoon Break 

Dinner Presentation with Keynote Speaker 

 

 

 

 



**Day 2** 

Morning Session 

Assessing and Responding to Bomb Threats / Other External Threats to our Campuses 

• Effective Response vs Complacency 
• Investigation and Assessment 
• Working with Campus Administration 
• Coordinating a sweep of campus 

Lunch break 

Afternoon Session 

Facilitated Breakout Discussions 

• Size of Institution 
• Resources (internal, external) 
• Complexity of Response 


